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UN Convention 2005, Art. 4(c): “Data message” means information generated, sent, received or
stored by electronic, magnetic, optical or similar means, including, but not limited to, electronic
data interchange, electronic mail, telegram, telex or telecopy;

UN Convention 2005, Art. 4(b): “Electronic communication” means any communication that the
parties make by means of data messages;

UN Convention 2005, Art. 4(a): “Communication” means any statement, declaration, demand,
notice or request, including an offer and the acceptance of an offer, that the

parties are required to make or choose to make in connection with the

formation or performance of a contract
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&= Interpretation Act & “writing”2| H2J:

“Writing” includes typing, printing, lithography, photography and other modes of representing
or reproducing words in a visible form, and expressions referring to writing are construed
accordingly.
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UNCITRAL Model Law 1996, Art 11(1)

In the context of contract formation, unless otherwise agreed by the parties, an offer and the
acceptance of an offer may be expressed by means of data messages. Where a data message is used
in the formation of a contract, that contract shall not be denied validity or enforceability on the sole
ground that a data message was used for that purpose.
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E-Commerce Directive 2000 Art 9(1)

Member States shall ensure that their legal system allows contracts to be concluded by electronic

means. Member States shall in particular ensure that the legal requirements applicable to the

contractual process neither create obstacles for the use of electronic contracts nor result in such
contracts being deprived of legal effectiveness and validity on account of their having been made by

electronic means.

UN Convention 2005, Art. 8(1) A communication or a contract shall not be denied validity or
enforceability on the sole ground that it is in the form of an electronic communication.
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UNCITRAL Model Law 1996 Article 15(1)
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Unless otherwise agreed between the originator and the addressee, the dispatch of a data message
occurs when it enters an information system outside the control of the originator or of the person

who sent the data message on behalf of the originator.



UN Convention 2005, Art. 10(1)

The time of dispatch of an electronic communication is the time when it leaves an information
system under the control of the originator or of the party who sent it on behalf of the originator or, if
the electronic communication has not left an information system under the control of the originator
or of the party who sent it on behalf of the originator, the time when the electronic communication
is received.
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UNCITRAL Model Law 1996 Art. 15(2)
o X|I™3 4 FA0 =5t H2: when the data message enters the designated information
system
o FUFAE XFHZB0| T CHE 4F2400 £2FSH B2 when the data message is retrieved by
the addressee.
o PMFAE X|HIX| %US HR: when the data message enters an information system of the
addressee

UN Convention 2005 Art. 10(2)
 designated address 0l =XtEl ZA<L: when it becomes capable of being retrieved by the
addressee at an electronic address designated by the addressee.
e [C}Z address Ol =22l A2: when it becomes capable of being retrieved by the addressee at

that address and the addressee becomes aware that the electronic communication has been
sent to that address.

MXt EM 7 F=A00 =&SHH, 1A 7ts MEf2tD FH (An electronic communication is
presumed to be capable of being retrieved by the addressee when it reaches the addressee’s
electronic address.)
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UNCITRAL Model Law 1996 Art. 14(3)

Where the originator has stated that the data message is conditional on receipt of the
acknowledgement, the data message is treated as though it has never been sent, until the
acknowledgement is received.

UNCITRAL Model Law 1996 Art. 14(4)(b)

if the acknowledgement is not received within the time specified in subparagraph (a), [the
originator] may, upon notice to the addressee, treat the data message as though it had never been
sent, or exercise any other rights it may have.
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UNCITRAL Model Law 1996 Art. 13

data message to be deemed to be that of the originator
1. if it was sent by the originator itself.
2. if it was sent by a person who has the authority to do so

3. if it was sent by an information system programmed by, or on behalf of, the originator to
operate automatically.
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UNCITRAL Model Law 1996 Art. 13(3)

(a) (if ) the addressee properly applied a procedure previously agreed to by the originator for that
purpose (= to ascertain whether the data message was that of the originator)

(b) (if the received data message) resulted from the actions of a person whose relationship with the
originator or with any agent of the originator enabled that person to gain access to a method used by
the originator to identify data messages as its own.

UN Convention 2005 Art. 12

A contract formed by the interaction of an automated message system and a natural person, or by
the interaction of automated message systems, shall not be denied validity or enforceability on the
sole ground that no natural person reviewed or intervened in each of the individual actions carried
out by the automated message systems or the resulting contract.
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UNCITRAL Model Law 1996 Art. 7

Where the law requires a signature of a person, that requirement is met in relation to a data message
if:

(a) a method is used to identify that person and to indicate that person’s approval of the information
contained in the data message; and

(b) that method is as reliable as was appropriate for the purpose for which the data message was
generated or communicated, in the light of all the circumstances, including any relevant agreement.

“the risk of tying the legal framework provided by the Model Law to a given state of technical
development.” S{&A{ p. 38
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(1) the sophistication of the equipment used by each of the parties;

(2) the nature of their trade activity;

(3) the frequency at which commercial transactions take place between the parties;

(4) the kind and size of the transaction;

(5) the function of signature requirements in a given statutory and regulatory environment;
(6) the capability of communication systems;

(7) compliance with authentication procedures set forth by intermediaries;

(8) the range of authentication procedures made available by any intermediary;

(9) compliance with trade customs and practice;
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(10) the existence of insurance coverage mechanisms against unauthorized messages;

(11) the importance and the value of the information contained in the data message;

(12) the availability of alternative methods of identification and the cost of implementation;

(13) the degree of acceptance or non-acceptance of the method of identification in the relevant
industry or field both at the time the method was agreed upon and the time when the data message
was communicated; and

(14) any other relevant factor.
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